
昨年、日本国内の重要インフラや大企業を標的にし、世の中を震撼させたハッカー集団「Qilin（キリン）」。
彼らはどのような手口で侵入し、どのような破壊活動を行ったのか。
そして、私たちはその脅威を「防ぐ」ことができるのでしょうか。
今やサイバー攻撃は単なるITの問題ではなく、事業継続を左右する「最大級の経営リスク」です。
本セミナーでは、全日本空輸株式会社（ANA）の和田氏、そしてセキュリティの最前線を走る
株式会社Blue Planet-worksのキーマンを招き、攻撃者の最新の手口と、
被害を最小限に抑えるための具体的な戦略を徹底解説いたします。

タイムスケジュール

13:00～ 開場・受付開始

13:30～ 【主催者挨拶】多様化するサイバー攻撃の脅威に企業がとるべき行動とは？
一般社団法人北海道IT推進協会 会長 入澤 拓也

13:45～ APP GUARD ～侵入されても発症しない安心感とは？～
株式会社 Blue Planet-works 代表取締役社長 坂尻 浩孝 氏

14:05～ サイバー攻撃対策に終止符を！ ～ 止められないシステムをサイバー攻撃から守るためのヒント ～
全日本空輸株式会社 デジタル変革室 専門部長 和田 昭弘 氏

14:35～
【パネルディスカッション】侵害事例から読み解く攻撃者のTTPs（戦術・技術・手順）

株式会社 Blue Planet-works 上級セキュリティアドバイザー 鴫原 祐輔 氏
AironWorks株式会社代表取締役 寺田 彼日 氏

15:45～ 【主催者総括】北海道IT推進協会より情報提供

16:00～ 閉会 名刺交換会

このような方におすすめ！

最新のハッカー集団（Qilin等）の動向や手法を把握したい
「侵入を前提とした対策」の具体的なイメージを掴みたい
航空インフラを支えるANAが考えるセキュリティの在り方を知りたい

【お申し込みはこちら】
最新の知見を得られるこの貴重な機会を、ぜひ貴社のセキュリティ強化にお役立てください。
皆様のご参加を心よりお待ち申し上げております。

「侵害事例から学ぶサイバーセキュリティの真髄」
～止められないシステムをサイバー攻撃から守るには～
【開催概要】
開 催 日 時 ： 2026年2月25日（水） 13:30～16:00

会 場 ： 北海道経済センター 8階 Aホール
札幌市中央区北1条西2丁目

参 加 費 用 ： 無料（事前登録制）

主 催 ： 一般社団法人 北海道ＩＴ推進協会

後 援 ： 総務省北海道総合通信局

札幌商工会議所

一般社団法人さっぽろイノベーションラボ

協 力 ： 株式会社北海道ソフトウェア技術開発機構（DEOS）

お問合せ：一般社団法人北海道ＩＴ推進協会 事務局
電話：011-590-1380 E-mail： info@hicta.or.jp

https://forms.gle/BRTZGRd8CxZinQNH7
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